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**Information till vårdnadshavare**

Det har kommit till vår kännedom att en man tagit kontakt på ett olämpligt sätt med några barn på en av våra skolor. Barnen kontaktas via sociala medier, Instagram, Snapchat, Omigale och /eller OmigaleTV (chat med främmande personer). Mannen ber barnen skicka bilder på sig själva, frågar om var de bor och har i några fall önskat att stämma träff med barnen. Han har även skickat bilder av sig själv.

Vi har kontaktat de vårdnadshavare som har barn som blivit kontaktad av mannen, och polisen är kontaktad. Vi ber er att prata med era barn för att säkerställa att inte fler blivit kontaktade.

Vi skulle även vilja be er att med anledning av detta ha god uppsikt över var era barn vistas på fritiden och vilka kontakter de har på sociala medier. På snapchat kan man avaktivera kartfunktionen för att förhindra att vem som helst kan se var de befinner sig. Vi önskar också att ni som vårdnadshavare pratar med era barn om att man inte ska lämna ut uppgifter om var man befinner sig eller stämma träff med en okänd person.

Vi har stor förståelse för om detta väcker frågor och funderingar. Vår elevhälsa finns tillgänglig för de barn som känner oro eller har behov av att prata. Ni är välkomna att höra av er till dem eller rektor på ditt barns skola om ni har behov av att prata med någon. Ni når dem via skolans expedition eller kommunens servicecenter (telefon: 0476-550 00).

**Om ”Omegle” och ”Ome- tv”. Som vi har kännedom om att elever på skolan/ skolorna använder.**

Via ”Omegle - random chat alternative” och uppföljaren ”Ome -tv” går det att videochatta med kända och framför allt, okända personer. I chatten är personerna som chattar med varandra anonyma (”you” och ”stranger”). ”Ome- tv” är en applikation som liknar ”Omegle”. Här registrerar användaren ett konto och urvalet av chattalternativ sker slumpvis. För att byta eller gå vidare till nästa chatt ”swajpar” man. Åldersgräns för denna applikation är 17+.

Vi ber er därför vara uppmärksamma i samband med eventuellt användande av ovan beskrivet. Detta då det förekommer att vuxna personer söker kontakt med barn/och/eller då det via användande av dessa kan förekomma sexuellt och/eller pornografiskt innehåll.

**Tips kring sociala medier till dig som vårdnadshavare**

* Var med och välj applikationer, spel och filmer.
* Uppmuntra barnet till att göra dig som förälder delaktig i närvaro på t.ex. sociala medier och internet.
* Fråga barnet om vad som händer på sociala medier och internet precis som du frågar om hur barnet har haft det i skolan/på fritids.
* Prata med barnet om att det finns personer som utger sig för att vara någon annan, att det finns falska konton, namn och profilbilder.
* Lär barnet att inte lämna ut några personuppgifter.
* Påminn barnet om att man har rätt att säga nej/ stopp.
* Ha säkerhetsinställningar aktiverade på t.ex. mobil.
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